
ARE YOU A SECURITY 
SUPERHERO? 
Hacking. Phishing. Tax fraud. The bad guys are out there, and it 
doesn’t matter if you’re a multinational corporation or a mom-and-pop 
shop — if you’re in business, you’re a target. 

But don’t despair! A couple of small steps to secure your clients’ data 
now can make the difference between becoming a victim of fraud — or 
standing strong as your clients’ security superhero. 

THE VILLAINOUS TRUTH 
1 in 40 small businesses are at 
risk of being the victim of a cyber crime. 

Source: Symantec Internet Security Threat Report: April, 2016 

Source: Is Your Data Safe? 
The alarming rate of security 
non-compliance by employees 
today: Symantec, 2015 

Stand strong as your clients’ first line of defense against 
tax fraud. See how you can team up with Authenticator to 
protect your clients’ data at tmsnrt.rs/2QrR7P0 

Something 
YOU HAVE 
Ex: Smartphone 

Something 
YOU ARE 
Ex: Fingerprint 

Something 
YOU KNOW 
Ex: Password 

Thomson Reuters Authenticator uses multi-factor authentication, 
which grants a user access only after successfully presenting two of 
the three following methods of confirmation: 

AUTHENTICATOR TO THE RESCUE! 

EVER VIGILANT, 
EVER STRONG 

80% of data breaches could have been 
prevented by multi-factor authentication. 

http://tax.tr.com/authenticate-now
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